|  |  |
| --- | --- |
| Date | 08/10/2024 |
| Description | Abnormal network traffic |
| Tool used | Wireshark, |
| Protocol involved | http |
| Date Captured | Wed,06 jan 2021 16:41:45 |
| Capture Duration | Wed,06 jan 2021 16:41:45 |
| File Hash | 8e37a82ff94c03a5be3f9dd76b9dfc335a0f70efc0d8fd3dca9ca34dd287de1b |
| Attackers IP address | 10.1.6.206 |
| Affected user | 103.92.235.25 |
| Filename | nDUrg8uFD5hl.dll |
| Action taken | Tell the Users not to click on the File Destroy/Delete the file |
| Lesson learned | To install device/application that will check if a file contain Malicious link or folder |